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respect to the media object. As another example and not by
way of limitation, the coeflicient may be used to generate
advertisements for the user, where the user may be presented
with advertisements for which the user has a high overall
coeflicient with respect to the advertised object. In particular
embodiments, social networking system 1202 may generate
search results based on coefficient information. Search
results for a particular user may be scored or ranked based
on the coefficient associated with the search results with
respect to the querying user. As an example and not by way
of limitation, search results corresponding to objects with
higher coeflicients may be ranked higher on a search-results
page than results corresponding to objects having lower
coeflicients.

[0294] In particular embodiments, social networking sys-
tem 1202 may calculate a coefficient in response to a request
for a coefficient from a particular system or process. To
predict the likely actions a user may take (or may be the
subject of) in a given situation, any process may request a
calculated coefficient for a user. The request may also
include a set of weights to use for various factors used to
calculate the coefficient. This request may come from a
process running on the online social network, from a third-
party system 1208 (e.g., via an API or other communication
channel), or from another suitable system. In response to the
request, social networking system 1202 may calculate the
coeflicient (or access the coeflicient information if it has
previously been calculated and stored). In particular
embodiments, social networking system 1202 may measure
an affinity with respect to a particular process. Different
processes (both internal and external to the online social
network) may request a coefficient for a particular object or
set of objects. Social networking system 1202 may provide
a measure of affinity that is relevant to the particular process
that requested the measure of affinity. In this way, each
process receives a measure of affinity that is tailored for the
different context in which the process will use the measure
of affinity.

[0295] In connection with social-graph affinity and affinity
coeflicients, particular embodiments may utilize one or more
systems, components, elements, functions, methods, opera-
tions, or steps disclosed in U.S. patent application Ser. No.
11/503,093, filed Aug. 8, 2006, U.S. patent application Ser.
No. 12/977,027, filed Dec. 22, 2010, U.S. patent application
Ser. No. 12/978,265, filed Dec. 11, 2010, and U.S. patent
application Ser. No. 13/632,869, field Oct. 1, 2012, each of
which is incorporated by reference in their entirety.

[0296] In particular embodiments, one or more of the
content objects of the online social network may be asso-
ciated with a privacy setting. The privacy settings (or
“access settings”) for an object may be stored in any suitable
manner, such as, for example, in association with the object,
in an index on an authorization server, in another suitable
manner, or any combination thereof. A privacy setting of an
object may specity how the object (or particular information
associated with an object) can be accessed (e.g., viewed or
shared) using the online social network. Where the privacy
settings for an object allow a particular user to access that
object, the object may be described as being “visible” with
respect to that user. As an example and not by way of
limitation, a user of the online social network may specify
privacy settings for a user-profile page identify a set of users
that may access the work experience information on the
user-profile page, thus excluding other users from accessing
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the information. In particular embodiments, the privacy
settings may specify a “blocked list” of users that should not
be allowed to access certain information associated with the
object. In other words, the blocked list may specify one or
more users or entities for which an object is not visible. As
an example and not by way of limitation, a user may specify
a set of users that may not access photos albums associated
with the user, thus excluding those users from accessing the
photo albums (while also possibly allowing certain users not
within the set of users to access the photo albums). In
particular embodiments, privacy settings may be associated
with particular social-graph elements. Privacy settings of a
social-graph element, such as a node or an edge, may specify
how the social-graph element, information associated with
the social-graph element, or content objects associated with
the social-graph element can be accessed using the online
social network. As an example and not by way of limitation,
a particular concept node 1304 corresponding to a particular
photo may have a privacy setting specifying that the photo
may only be accessed by users tagged in the photo and their
friends. In particular embodiments, privacy settings may
allow users to opt in or opt out of having their actions logged
by social networking system 1202 or shared with other
systems (e.g., third-party system 1208). In particular
embodiments, the privacy settings associated with an object
may specify any suitable granularity of permitted access or
denial of access. As an example and not by way of limita-
tion, access or denial of access may be specified for par-
ticular users (e.g., only me, my roommates, and my boss),
users within a particular degrees-of-separation (e.g., friends,
or friends-of-friends), user groups (e.g., the gaming club, my
family), user networks (e.g., employees of particular
employers, students or alumni of particular university), all
users (“public”), no users (“private”), users of third-party
systems 1208, particular applications (e.g., third-party appli-
cations, external websites), other suitable users or entities, or
any combination thereof. Although this disclosure describes
using particular privacy settings in a particular manner, this
disclosure contemplates using any suitable privacy settings
in any suitable manner.

[0297] In particular embodiments, one or more servers
may be authorization/privacy servers for enforcing privacy
settings. In response to a request from a user (or other entity)
for a particular object stored in a data store, social network-
ing system 1202 may send a request to the data store for the
object. The request may identify the user associated with the
request and may only be sent to the user (or a client system
1206 of the user) if the authorization server determines that
the user is authorized to access the object based on the
privacy settings associated with the object. If the requesting
user is not authorized to access the object, the authorization
server may prevent the requested object from being retrieved
from the data store, or may prevent the requested object
from be sent to the user. In the search query context, an
object may only be generated as a search result if the
querying user is authorized to access the object. In other
words, the object must have a visibility that is visible to the
querying user. If the object has a visibility that is not visible
to the user, the object may be excluded from the search
results. Although this disclosure describes enforcing privacy
settings in a particular manner, this disclosure contemplates
enforcing privacy settings in any suitable manner.

[0298] The foregoing specification is described with ref-
erence to specific exemplary embodiments thereof. Various



